Course Learning Outcomes

By the end of this course, a student should be able to:

- Identify technical assets
- Analyze threats to technical assets
- Formulate a threat likeliness reduction strategy
- Design a threat impact reduction plan
- Identify methods to mitigate risks
- Prepare a business continuity plan
- Prepare a disaster recovery plan
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