By the end of this course, a student should be able to:

— Construct a Defense-in-Depth strategy
— Explain firewall principles and practices
— Summarize intrusion detection and prevention principles and practices
— Create bastion hosts
— Outline access control lists, authorization and authentication
— Explain the malware ecosystem
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