Course Learning Outcomes

By the end of this course, a student should be able to:

- Outline ethical considerations of hacking
- Outline legal considerations of hacking
- Assess an environment using footprinting
- Collect information using network scanning
- Identify methods to gain access to systems
- Analyze social engineering methods
- Explain common physical security weaknesses
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